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********** Start of Change 1 (All texts below are new)  *********
[bookmark: _Toc35533756][bookmark: _Toc26887118][bookmark: _Toc19783334]L.2.X	Threats related to malformatted GTP-U messages
[bookmark: _Toc35533757][bookmark: _Toc26887119][bookmark: _Toc19783335]L.2.X.1	Threats of malformatted GTP-U messages
-	Threat name: Threats of malformatted GTP-U messages.
-	Threat Category: Denial of service.
-	Threat Description: Malicous sender may send malformatted GTP-U messages to a victim UPF. If the malforamtted GTP-U messages are not filtered, they may eat the processing resource of the victim UPF, and even cause the victim UPF to crash, causing denial of service attack.  
-	Threatened Asset: Sufficient Processing Capacity.

**********************  End of Change 1  **********************



